**History, Cookies & Supercookies**

Even if you select ‘never save history’, plugins and extensions will still store cookies that can be retrieved in a local forensic examination

The Cache will show what is stored

A sandbox can be used to do your own examination

* See which entries (cookies) have been added

**Non-persistent OS (Disposable)**

No data is permanently stored when browsing

* Tails
* Knoppix
* Live Debian
* Whonix VMs (Snapshots)

e.g., Hardened Live Debian in a VM

- IceWeasel

- Sandboxes (App armour, FireJail)

**CCleaner**

Mac and Linux

* Automatic browser cleaning
* Deletes HSTS cookies

**BleachBit**

* Linux and Windows
* WinApp2.ini – 2000+ extra signatures for cleaning including for Firefox

**BetterPrivacy**

Find and delete a specific type of Supercookies, Local Shared Objects (LSOs) or Flash Cookies

**Self-Destructing Cookies**

* Many options to delete cookies whilst or post browsing
* Per page, per tab, per session

**DecentralEyes**

Prevents many requests from centralised data networks like google hosted libraries and uses local libraries instead

* Works well with uBlock Origin

**Hidden Operating System**

**Samy.pl/evercookies**

* To test your cookie mitigations